
 

Pupils e-safety agreement- Key Stage 2 

 

 

 

 

 

 

 

 

 

 

 
 

1)      Don’t post any personal information online – like your address, email address or mobile number. 

2)      Think carefully before posting pictures or videos of yourself.  Once you’ve put a picture of yourself       

online most people can see it and may be able to download it, it’s not just yours anymore. 

3)      Always ask before using the internet and stick to privacy settings  

4)      Never give out your passwords 

5)      Don’t befriend people you don’t know 

6)      Don’t meet up with people you’ve met online.  Speak to your parent or carer about people suggesting 

you do 

7)      Remember that not everyone online is who they say they are 

8)      Think carefully about what you say before you post something online. Would you say it to their face 

or to your parent?  

9)      Respect other people’s views, even if you don’t agree with someone else’s views doesn’t mean you 

need to be rude 

10)   If you see something online that makes you feel uncomfortable, unsafe or worried: leave the 

website, turn off your computer and tell an adult immediately. 



Pupils e-safety agreement- Key Stage 1 

 

 

 
 
 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

  
 

  
  

  

 

Pupil & Parent e-safety contract  
 
Please complete, sign and return to the class teacher. A class copy of the pupil poster will 

be signed and displayed in the ICT suite. The parent consent will be kept on file.  

Pupil:  Class:  

Pupil’s Agreement  

 

I have read and I understand the pupils e-safety agreement, and will abide by the rules 

which are designed to keep both myself and the school safe  

Signed:  Date:  

Parent’s Consent  

 

I have read and understood the e-safety agreement and give permission for my son / 

daughter to access the Internet at school, and will encourage them to abide by these 

rules. Children will receive advice on e-safety at school. Advice for parents is available at 

www.thinkuknow.org.uk/parents or by contacting the school.  

 

I understand that the school will take reasonable precautions to ensure pupils cannot 

access inappropriate materials as part of their safeguarding duty of care.  

 

 I will encourage my child to adopt safe use of the internet and digital technologies at 

home and will inform the school if I have concerns over my child’s e-safety.  

 I will ensure my child/ren use the WWW appropriately including safe and secure use of 

social media (Facebook/YouTube etc) and social gaming devices.  

 I will ensure my child/ren use mobile phones and devices safely. 

 I will work in partnership with St Mary’s to ensure my child/ren are informed and 

understand about e-safety.  

 I will ensure that any pictures taken during school events that include other children 

will not be shared using social media.  

Signed:  Date:  

Please print name:  

http://www.thinkuknow.org.uk/parents

